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Integrating Health&Care in the future 
Intelligent home

• Our future home will be connected to an extend that is 
hard to understand (and accept !?)

• Telemedical application is one of many new things to be 
integrated into the future connected home and living 
environment.

• Other applications relates to for example climate control 
(temperature, humidity, dust, chemicals etc.)

• Many parameters can/will be recorded for cognitive 
control of the home (and can be store and used for 
research purposed in order to understand impact and 
relevance).



eHealth - eLiving
• Telemedicine – a strategic goal for Denmark and Europe (with 

significant investment).
– 1/3 less beds in future hospitals – more people being treated @home.
– Ensure reliable communication and home network infrastructure.
– Current Internet is NOT good enough for eHealth – due to 

reliability/availability/security
– Ehealth should enabling benefit for both patients/elderly people and 

society.

Source: NATIONAL HANDLINGSPLAN FOR UDBREDELSE AF TELEMEDICIN 
(ISBN: 978-87-995008-9-5)



Home ICT – a private and a public part
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The Internet is not a given thing – but often 
taken for granted



eHealth a part of a larger transformation of the 
Internet? 

• Internet of Things – new services on the existing infrastruture or a 
new infrastructure as well?

• IoT – challange: volume or type of application?



IoT is many things



Are we on track?
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We are on track .. but still not fully @home

Connected Ambulance as extended Clinic or Hospital
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……a far far away from demanding real-time 
applications 



Security issues

• Data is highly sensitive and can be misused –
cryptography can/might prevent unauthorized 
persons (or algorithms) to access data.

• Network attacks can prevent authorized person to 
access data (at time needed or at all)

• Data availability is also a data security issues.
• Data location is a security issues as it is changing the 

possibility and legal issues regarding access to data. 



Potential misuse of data



Where do we move the data – the ”Cloud” 
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Cloud – a technology not a ”place”



Data flow and service structure



5G slicing – a possible approach for a generic 
solution (cost efficient ??)



Main achievement in PATH
• Build prototype backend system with focus on low latency 

datamanagement
• Focus on integration health data and data from 

selfmonitoring activities.
• Build, validated and compared several wireless front-end 

system (SigFox, LoRaWAN, nbLTE) – with respect to cost, 
coverage, reliability.

• Validated combined system for secure communication and 
high availability 

• Worked on various protocols design concepts and 
introduced machine learning in data validation

• AND – enhanced awareness of problems (not about the 
cost)



Next step (one of many) - IoT4Life
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• Project partners:
– Leikr LCmVeloci IVS
– DTU Fotonik
– TDC Group Denmark
– Huawei Finland

• October 2017 – September 2020
• Co-funded by Innovation Fund Denmark through

the Eureka Turbo framework with 7,5 mio DKK
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Vision:
Develop and extend the use of Narrow Band LTE IoT (NB-IoT) in the public, 

private and industrial sector in the Nordic regions; and to develop and 
commercialize a platform based on NB-IoT. 
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Conclusion
• Current internet is primarily an entertainment platform – suited for some 

gadgets, but not critical IoT applications.
• IoT and eHealth will require much higher availability and security to 

become useful for critical applications in e.g. healthcare and other similar 
areas.

• IoT and eHealth is not so much about high bandwidth/capacity as now –
the quality of the Internet of Things will have to be measured differently 
than today.

• Services and infrastructure needs to more tightly integrated. 
• Network elements will become service elements (e.g. basestations and 

accesspoint will also become a part of data and processing services)
• Trusted service management a must!!
• Generic platforms (open?) are essential – possible? 

5G slicing approach promise solution, but needs validation. Significant 
investment needed!! (estimated 1200 Billion DKr/year investment in R&D 
worldwide for the coming years to reach goal) 
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